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Nonprofit Security Grant Program 

National Security Supplemental (NSGP-NSS) 

Overview

The Nonprofit Security Grant Program-National Security Supplemental (NSGP-NSS) is a competitive grant 

program focused on enhancing the ability of state, local, tribal, and territorial governments, as well as 

nonprofits, to prevent, protect against, respond to, and recover from terrorist attacks.

 

These grant programs are part of a comprehensive set of measures authorized by Congress and implemented 

by  Department of Homeland Security/Federal Emergency Management Agency (DHS/FEMA) to help 

strengthen the nation’s communities against potential terrorist attacks.

The performance period for this opportunity is generally 36 months that will begin on May 1 and ends on  April 

30. If awarded, the Subaward period would be May 1, 2025 – April 30, 2027.  

NOTE: The SAA will define the specific timeline of the award in a grant agreement with your nonprofit organization for the 
current application period. 

This grant provides funding support for physical security enhancements and other security activities to nonprofit 
organizations that are at substantial risk of a terrorist attack. 



Types of Funding

Funds nonprofit organizations 
located within a Urban Area 
Security Initiative(UASI)-designated 
urban area 

• Up to $200,000 per site, for up to 
three sites, for a maximum of 
$600,000 per sub-applicant.

Funds nonprofit organizations 
located outside a UASI-designated 
urban area 

• Up to $200,000 per site, for up to 
three sites, for a maximum of 
$600,000 per sub-applicant. 

NSGP-NSS Urban Area 

(NSGP-NSS- UA)

NSGP-NSS-State 

(NSGP-NSS-S)



Types of Funding… Continued

Consortium applications are also eligible under the 
NSGP-NSS. In this case, an eligible entity would 
apply on behalf of themselves and other eligible 
entities as a subapplicant to the S AA. Consortia may 
apply through the SAA for an award totaling $1 
million. Awards over $250,000 must comply with 
the Build America, Buy America Act (BABAA). 

The $200,000 per site maximum still applies for each 
individual nonprofit organization within the 
consortium. 

If successful, the lead consortium member will 
accept the subaward on behalf of the consortium, 
implement the approved projects/contracts for all 
consortium member sites, and manage the 
subaward throughout the period of performance, 
to include ensuring that all terms and conditions of 
the subaward are met. 

NSGP-NSS CONSORTIUM WORKBOOK 
Full Consortium Workbook instructions can be found in the 
instructions tab of the Consortium Workbook. 
The Consortium Workbook must expand upon the information 
provided in the consortium lead nonprofit organization’s IJ. The 
Consortium Workbook must contain the number of nonprofit 
organizations within the consortium and the following information 
for each nonprofit organization within the consortium: 
i. Demographic information, including the name, address, 
nonprofit organization type, organization function, and 
organization affiliation; 
ii. Required programmatic information, including eligibility 
information, UEI number (lead consortium member only), past 
funding history, total funding requested per site, and a point of 
contact for each nonprofit organization; and 
iii. Additional narrative information, including how each nonprofit 
organization’s projects address the objective of the consortium 
application as outlined in the lead nonprofit organization’s IJ. 



Eligible Organizations

• Houses of Worship

• Educational Facilities

• Medical Facilities

• Senior Centers/Care Facilities

• Community/Social Service

• Shelters/Crisis Centers

• Event Venues

• Science Organizations

• Camps

• Museums

  

Eligible organizations are registered 501(c)(3) nonprofits or otherwise are organizations as described under 501(c)(3) of the Internal 
Revenue Code (IRC) and tax-exempt under section 501(a) of the IRC. 

The list below is not exhaustive and only provides examples of potential eligible organizations, all of which must be nonprofits. 



Organizations that are NOT Eligible

Entities that are not eligible to apply under NSGP:

• Utility Companies 

• Government Entities

• For-profit transportation companies, such as a company offering bus service 

• For-profit hospitals, venues, stadiums, amusement parks, clubs, and colleges/universities

• Municipal/public schools (elementary, middle, or high schools)

• Organizations active in politics, lobbying, and advocacy work 

 Volunteer Fire Departments 

 Community Service Organizations (Kiwanis, Rotary, and Lions Clubs) 

 Homeowner Associations 

• Labor, agricultural or a horticultural organizations 

 Labor unions, county fairs, and flower societies are examples of these types of groups

 



Allowable Cost Descriptions

Planning Costs: Funding may be used for security or emergency planning expenses and the materials required to conduct planning activities. Planning must be related to the protection of the facility and  the

people within the facility and should include with access and functional needs as well as those with limited English proficiency. 

Organizational Costs: Contracted Security Personnel are allowed under this program and must comply with  guidance set forth in IB 421b and IB 441. NSGP-NSS funds may not be used to purchase equipment

for Contracted security. 

For NSGP-NSS agreements that include Contracted Security Personnel, the nonprofit entity must:

• Demonstrate competitive solicitation per 2 C.F.R. § 200.319.

• Procurement via sole source for contract security personnel is not allowable.

• Provide a table with a description of costs, number of officers, and frequency of use.

• Submit Time & Effort documentation for the security personnel providing the services, which includes signed/certified timesheets and paystubs/payroll documentation, and

• Provide the service contract between the Subrecipient and security provider prior to entering a contract and commencement of work for review by the Division that breakdown the rate, frequency, POP dates 

and scope of services needed and must also include or incorporate mandatory contract provisions. 

• Once the contract is signed between the organization and vendor, the Subrecipient must provide a copy to the Division prior to commencement of work.

Exercise Costs: NSGP-NSS funding may be used to conduct security-related exercises. This includes costs related to planning, meeting space and other meeting costs, facilitation costs, materials and supplies,

and documentation. The Homeland Security Exercise and Evaluation Program (HSEEP) provides a set of guiding principles for exercise programs.

Training Costs: Nonprofit organization security personnel may use NSGP-NSS funds to attend security related  training courses and programs within the United States. Allowable Training related costs under the

NSGP-NSS are limited to attendance fees for training, and related expenses, such as materials, supplies, and/or equipment. Training courses, costs and attendance must reflect the Subrecipients approved IJ.

Equipment: Allowable costs are focused on facility hardening and physical security enhancements. Unless otherwise stated, equipment must meet all mandatory regulatory and/or DHS adopted standards to be

eligible for purchase using these funds, including the Americans with Disabilities Act.  In addition, agencies will be responsible for obtaining and maintaining all necessary certifications and licenses for the

requested equipment. Large equipment purchases must be identified and explained. Approved equipment costs under NSGP-NSS must have been included in the approved Investment Justification (IJ) and the

Authorized Equipment List (AEL)on the next slide.

Management and Administration Costs:  No more than 5% of each Sub-Recipient’s total award may be expended on Management and Administration costs. This includes the Hiring of full time or part-time staff

or contractors/consultants responsible for activities relating to the management and administration of NSGP-NSS funds. Hiring of contractors/consultants must follow applicable federal procurement requirements

at 2 C.F.R. §§ 200.318-200.327. And meeting related expenses directly related to M&A of NSGP-NSS funds.



Allowable Equipment List (AEL)

 03OE-03-MEGA System, Public Address, Handheld or Mobile

 03OE-03-SIGN Signs

 04AP-05-CRED System, Credentialing

 04AP-09-ALRT Systems, Public Notification and Warning

 04AP-11-SAAS Applications, Software as a Service

 05AU-00-TOKN System, Remote Authentication

 05EN-00-ECRP Software, Encryption

 05HS-00-MALW Software, Malware/Anti-Virus Protection

 05HS-00-PFWL System, Personal Firewall

 05NP-00-FWAL Firewall, Network

 05NP-00-IDPS System, Intrusion Detection/Prevention

 06CP-01-PORT Radio, Portable

 06CP-01-REPT Repeater

 06CC-02-PAGE Services/Systems, Paging

 06CP-03-ICOM Intercom

 06CP-03-PRAC Accessories, Portable Radio

 10GE-00-GENR Generators

 10PE-00-UPS Supply, Uninterruptible Power (UPS)

 13IT-00-ALRT System, Alert/Notification

 14CI-00-COOP System, Information Technology Contingency 
    Operations

 14EX-00-BCAN Receptacles, Trash, Blast-Resistant

 14EX-00-BSIR Systems, Building, Blast/Shock/Impact  
    Resistant

 14SW-01-ALRM Systems/Sensors, Alarm

 14SW-01-ASTN Network, Acoustic Sensor Triangulation

 14SW-01-DOOR Doors and Gates, Impact Resistant

 14SW-01-LITE Lighting, Area, Fixed

 14SW-01-PACS System, Physical Access Control

 14SW-01-SIDP Systems, Personnel Identification

 14SW-01-SIDV Systems, Vehicle Identification

 14SW-01-SNSR Sensors/Alarms, System and Infrastructure 
    Monitoring, Standalone

 14SW-01-VIDA Systems, Video Assessment, Security

 14SW-01-WALL Barriers: Fences; Jersey Walls

 15SC-00-PPSS Systems, Personnel/Package Screening

 21GN-00-INST Installation

 21GN-00-TRNG Training and Awareness



Unallowable Costs

The following projects and 
costs are considered 
ineligible for award 

consideration:

This list is not exhaustive, therefore, if there are any 
questions regarding allowable costs, please contact the SAA.

• Reimbursement of pre-award security expenses; 

• Cameras for license plate readers/license plate reader 
software; 

• Cameras for facial recognition software; 

• Weapons or weapons-related training;

• The development of risk/vulnerability assessment models; 

• Initiatives that fund risk or vulnerability security 
assessments or the development of the IJ. 

•  Hiring of public safety personnel;

• General-use expenditures;

• Itemized licensing and permitting fees
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Application Requirements

As part of the NSGP-NSS, in order to be considered “complete” an application must include the 

following required documentation: 

 

• Completed PDF Fillable Investment Justification

• Vulnerability/Risk Assessment unique to each site (Location(s)/Physical Address(es)

• Mission Statement on organization’s letterhead

• Documentation from the IRS demonstrating 501(c)(3) status (required for all organizations 

except Ideology-based/Spiritual/Religious 

• Signature Page signed by the Authorized Official Representative of the nonprofit Organization. 

• Organizational Chart 

• If applicable, any supporting documentation that supports threats to the facility such as police 

reports/Insurance Reports 

*Examples of the aforementioned documents can be found on the following slides*



Application Submission

The Florida Division of Emergency Management is the State Administrative Agency (SAA) for Florida 
and is the only eligible applicant who can submit to DHS/FEMA. *Nonprofit organizations must 
submit their applications to the SAA who will then submit on behalf of all eligible applicants from their 
state/territory. 

Once the NSGP-NSS Notice of Funding Opportunity (NOFO) is released, the SAA will notify 

interested applicants via email regarding the internal application deadline, processes and 

requirements.  

Nonprofit applications and required documents are to be RECEIVED by the State 

Administrative Agency by Friday, November 29, 2024, 5:00PM (EST) *NO EXCEPTIONS*.

 *Applications received after this date and time will not be eligible for consideration.*

 



How to Apply

Nonprofit applications and required documents MUST be submitted and received by the State Administrative Agency by TBA 5:00PM (EST) *NO EXCEPTIONS*. All applications MUST be submitted via SharePoint Portal. Applications and/or documents 

received after this date and time will not be eligible for consideration.

To apply for the NSGP-NSS grant:

Please follow the instructions below:

1. To gain access to SharePoint, applicants MUST send an email with information below to: sharepoint.admin@em.myflorida.com. Do not include attachments in this email. This information must match the information entered into the 

“NONPROFIT SUBAPPLICANT CONTACT INFORMATION” section of the Investment Justification form: 

• Nonprofit Organization Name

• Nonprofit Sub-applicant Contact Name

• Nonprofit Sub-applicant Contact Phone Number

• Nonprofit Sub-applicant Physical Address/Location

• Nonprofit Sub-applicant Contact Email Address 

Please note: Our offices are closed on the weekends, and during state observed holidays. If an applicant email request is received during a time of Holiday Office Closure, an automatic out of office reply will be sent indicating the office closure details, stating 

that your email was received, and stating a response will be sent the next business day. 

2. The Sub-applicant contact listed above will receive an email from our SharePoint Administrator with instructions on how to sign in to SharePoint and fill out the upload form.

3. After gaining access to SharePoint and the data entry form, the point of contact will need to select who the application was written by, their designated urban area (NSGP-UA or NSGP-State) for which they are applying, and upload required 

documents.

4. Once you are satisfied that everything has been submitted in full, and within the proper guidelines, you must select the indicator for Final Submission. 

Document Submission on SharePoint Form:

• Documents MUST be named appropriately and uploaded as individual documents. They must not be merged into a single document.

• The Investment Justification must be submitted in the PDF fillable format and cannot be scanned. If the Investment Justification is scanned it will not be deemed eligible for submission and review.

• Supporting documents must be uploaded as separate documents from the Investment Justification (i.e. Vulnerability Assessment, Mission Statement, etc.). For a complete list of required documents, please refer to the attached SAA’s Application Guide 

(page 17). 

Naming Conventions: 

The following naming conventions must be utilized for UA or State application submissions: 

• NSGP-NSS_UA_<State Abbreviation>_<Urban Area>_<Nonprofit Name>" 

Example: NSGP-NSS_UA_FL_MiamiFortLauderdale_Nonprofit Name 

• NSGP-NSS_S_<State Abbreviation>_<Nonprofit Name>" 

Example: NSGP-NSS_S_FL_Nonprofit Name

*The Investment Justification must be submitted in the PDF fillable format and cannot be scanned. If the Investment Justification is scanned it will not be deemed eligible for submission and review. *



Investment Justification (IJ) Form - Example



Investment Justification (IJ) Form - Example



Investment Justification (IJ) Form - Example



Investment Justification (IJ) Form - Example

NOTE: A consultant or contractor may not sign the Investment Justification and 

the only acceptable signature type(s) shall be handwritten or digital with date and 

time stamp included. 



Investment Justification (IJ) Form - Example

NOTE: A consultant or contractor may not sign the Investment Justification and 

the only acceptable signature type(s) shall be handwritten or digital with date and 

time stamp included. 



Vulnerability/Risk Assessment 

A completed vulnerability assessment provides the foundation of the Investment Justification content by 

identifying vulnerabilities in context of the threats and consequences of potential events at a organization’s 

facility/site. Proposed equipment, projects, and activities should directly link to mitigating specific vulnerabilities 

identified in the assessment. Important Notice: If your Vulnerability/Risk assessment does not include the 

location/physical address unique to the site, the application will not be reviewed and scored.

It is recommended that applicants work with local police departments to complete a vulnerability assessment 

and/or notify police of identified vulnerabilities. However, FEMA has developed an online assessment tool 

designed to guide personnel at houses of worship through a security-focused self-assessment to understand 

potential vulnerabilities and identify options for consideration in mitigating those vulnerabilities. This baseline 

security self-assessment is designed for a person with little to no experience to complete and while it is geared 

towards Houses of Worship it can be used for any NSGP applicant. Resources to complete a self-assessment 

can be found at: Houses of Worship | CISA.

If utilized, the CISA self-assessment is a first step in building an effective security program and is not intended 

to be an in-depth security assessment. After completing this process and addressing preliminary findings, 

houses of worship personnel may consider pursuing more detailed security assessments to explore specific 

issues in greater detail. 

https://gcc02.safelinks.protection.outlook.com/?url=https%3A%2F%2Furldefense.com%2Fv3%2F__https%3A%2Fwww.cisa.gov%2Fhouses-worship-security-self-assessment__%3B!!PVqIkJN7Bw!ZkdNStvOjRZGrmT9y7131FdbcXYYZsYAgYyu0kfWCbpNdXwiHlcUuFHX73hWx_kOb5PHv2-36eDscWRFwjX8uelX7IRXpzLbHTpVtKbO%24&data=05%7C02%7CAmy.Garmon%40em.myflorida.com%7Cf597f5b7505b44e549ba08dc2c07a4ac%7C9ce0de61985749a2b40c3a9cb9f8f4dc%7C0%7C0%7C638433658598487054%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=dbLE7Ia3DOrSJnmAvVyGzkTFGS9t%2FaIQ9QpFVFzL8IA%3D&reserved=0


Mission Statement - Example



IRS 501c3 Sample Letter



Signature Page signed by the Authorized Official 

Representative 



Organization Chart 



Preparedness Bureau Program Contacts



Common Terminology



Thank You
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